If you answer NO to any of these questions, you need to take action to be compliant with NIST 800-171 for Controlled Unclassified Information (CUI).

- Are you following good IT practices with automated patching, antivirus protection, and effective password policies?
- Are those good IT practices documented accurately in written policies and procedures?
- Do you have multi-factor authentication implemented for users who access CUI?
- Do you have centralized logging for the environment where CUI is stored?
- Have you delivered and documented CUI training for users who access CUI?
- Do you have centralized logging monitoring CUI access?
- Are you systematically running vulnerability scans, including servers containing CUI?
- Do you have an incident response policy, are prepared for a breach, and can notify the Federal Government within 72 hours?
- Do you have a documented system security plan to provide to the Federal Government or Tier 1 government supplier?
- Do you have a documented system security plan to provide to the Federal Government or Tier 1 government supplier?

Base2 provides guidance and support for government contractors looking to become NIST SP 800-171 compliant.

CONTACT US | Call 425.777.4100 or email sales@base2.com to discuss your needs.